Abstract Given a cryptographic algorithm, it's not evident from inspection how much security it provides. Instead, algorithms are typically evaluated by expert opinion, "the test of time" or, more recently, by security proofs showing that breaking some algorithm reduces to solving some other well-studied problem. This talk will survey how proof techniques are used in cryptography, and examine how these techniques have yielded practical, deployed results. In particular, security proofs are important for evaluating new algorithms for new standards and applications. We will examine the security proofs used in OEAP, pairing-based cryptography, and FFX, a new mode for encryption under consideration by NIST.
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