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Abstract

As more resources are devoted to promoting information security, it is important to understand the interactions between the goals of security, the incentive structure and the organizational context. This talk explores the dangers of misaligning these three components, and presents research analyzing the effects of incentives and organizational structures on security at the levels of the individual, the firm and the federal government. Using experiments, I show that organizations face a trade-off in asking individuals to detect both high frequency and low-frequency risks, and that the framing of incentives may help balance this. At the firm level, I present econometric evidence that there may be a small financial incentive to protect private data. Finally, at the government level, I use policy analysis tools to explore the mismatch in Federal security policy and agency compliance incentives. This hierarchical approach illustrates the importance of integrating economics and organizational science research at every level of information security policy.
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