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Abstract
Cyber crime threat to businesses and organizations is increasing faster than cyber security professionals can address them, placing targeted organizations at significant risk. This is the key finding of Deloitte’s review of the results of the 2010 CSO CyberSecurity Watch Survey, sponsored by Deloitte and conducted in collaboration with CSO Magazine, the U.S. Secret Service, and the CERT Coordination Center at Carnegie Mellon.

Today cyber crime is an aggressive, widespread, growing, and increasingly a sophisticated issue that poses major implications for national and economic security. Many industries, institutions, public and private-sector organizations — particularly those within the critical infrastructure — are at significant risk.

Organizations need to look at a risk-based approach to combating cyber crime — which integrates compliance but also innovation. Fusing disparate intelligence together — both internal and external — and applying analytics can assist organizations in their business decisions and risk mitigation.
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