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Abstract

A non-work-conserving server is one that may be idle even when there are packets available to
be sent. Since they do not provide the optimal average performance, non-work-conserving disciplines
were seldom studied in the past. For the guaranteed performance service class in integrated services
networks, the main performance index is the end-to-end delay bound, instead of the average delay.
Providing end-to-end delay bounds in a networking environment is difficult. While bounding delay
in any server requires a bound on the input traffic, complex interactions among traffic streams usually
distort the traffic pattern so that traffic inside the network is different from the source traffic. Previous
techniques of bounding end-to-end delay in a networking environment usually start from the source
traffic characterizations and iteratively “push” the traffic characterizations through the network. This
does not only require non trivial analysis, but also has several important limitations. In this paper, we
show that non-work-conserving disciplines greatly simplify the analysis in a networking environment
and overcome most of the limitations of previouswork by controlling traffic distortion inside the network
and thus allowing a single node analysis to be extended to arbitrary topology networks.

1 Introduction

Future packet-switching integrated-services networkswill haveto support real -time communi cation services
that allow clients to transport information with performance guarantees expressed in terms of delay, delay
jitter, throughput and loss rate [5]. In a packet-switching network, packets from different connections
interact with each other at each switch. Without proper control, these interactions may adversely affect the
network performance experienced by clients. The service disciplines at the switching nodes, which control
the order in which packets are serviced, determine how packets from different connections interact with
each other.

Service disciplines and associated performance issues have been widely studied in the contexts of hard
real-time systems and queueing systems. However, results from these studies are not directly applicable



in the context of integrated-services networks. Analyses of hard real-time systems usually assume a single
server environment, periodic jobs, and the job delay that is bounded by its period [24]. However, network
traffic is bursty, and the delay constraint for each individual connection is independent of its bandwidth
requirement. In addition, bounds on end-to-end performance need to be guaranteed in a networking
environment, where traffic dynamics are more complex than in a single server environment. Queueing
analysis is often intractable for redlistic traffic models. Also, classical queueing analyses usually study
average performance for aggregate traffic [ 13], while in integrated-services networks performance bounds
need to be derived on a per-connection basis [5, 17].

A service discipline can be classified as either work-conserving or non-work-conserving. With a work-
conserving discipline, aserver isnever idlewhenthereisapacket to send. Non-work-conserving disciplines
were seldom studied in the past. Thisis mainly due to two reasons. First, in most of previous performance
analyses, the major performance indices are the average delay of all packets and the average throughput
of the server. With a non-work-conserving discipline, a packet may be held in the server even when the
server isidle. This may increase the average delay of packets and decrease the average throughput of the
server. Secondly, most previous queueing analyses assumed a single server environment. The potential
advantages of non-work-conserving disciplinesin a networking environment were therefore not realized. In
integrated-services networks, the more important performance index is the end-to-end delay bound rather
than the average delay. I1n addition, delay needs to be bounded in a networ king environment rather than just
in asingle node. Therefore, the above reasons for not using non-work-conserving disciplines do not hold
any more.

In this paper, we study a general class of non-work-conserving disciplines. We show that non-work-
conserving service disciplinesgreatly simplify the analysisin anetworking environment by allowing asingle
node analysis to be extended to arbitrary topology networks. Non-work-conserving service disciplines,
when used together with the associated admission control algorithms, can provide end-to-end delay and
delay jitter bounds on a per-connection basis in a network of arbitrary topology. Unlike existing bounding
techniquesfor work-conserving disciplineswhich apply only to feed-forward networksand arestricted class
of feedback networks (defined in Section 2), non-work-conserving disciplines can provide guarantees in
arbitrary topology networks, both feed-forward and feedback. Unlike existing bounding techniques which
only apply to simple network environmentswhere switches are connected by physical links, the performance
guarantees provided by non-work-conserving disciplines also apply to internetworking environments where
switches may be connected by subnetworks. 1n addition, non-work-conserving disciplines achieve more
efficient usage of buffer space when comparing to work-conserving disciplines.

The rest of the paper is organized as follows. In Section 2, we discuss difficulties and limitations of
bounding end-to-end delays in a networking environment when work-conserving disciplines are used. In
Section 3, we describe a general class of non-work-conserving disciplines that use rate-control to maintain
certain traffic characteristics inside the network. Two general classes of rate-control policies are presented.
We show that end-to-end performance guarantees can be obtained by using non-work-conserving disciplines
without the limitations described in Section 2. We discuss the tradeoffs of using the two classes of rate-



control policiesin Section 4. Section 5 reviews related work. We summarize the paper in Section 6.

2 Background and Motivation

Most analyses for bounding end-to-end delay in a networking environment use a two step process.
1. analyze asingle server case and derive the local delay bound;

2. combine the local delay bounds at each server on the path traversed by a connection and obtain the
end-to-end delay bound.

Much research has been donein providing local delay boundsin asingle server. It isthe second step that we
will emphasize in this paper. In this section, we will illustrate the difficulty in extending one node analysis
to a network environment.

A server canprovidelocal performance guaranteesto aconnection only when thetraffic on that connection
satisfies certain traffic specifications. However, network load fluctuations may distort the traffic pattern of a
connection and result in aburstier traffic at some server even when the connection satisfiesthe client-specified
traffic constraint at the entrance to the network.
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Figure 1. Traffic pattern distortions due to load fluctuations

Consider the example shown in Figure 1. Four packets from one connection are sent with a certain
inter-packet spacing from the source into a network where links have constant delay. At the first server, the
first packet is delayed by a certain amount of time (less than the local delay bound) due to instantaneous
cross traffic load, but the other three packets pass through instantly. Because the first packet was delayed
longer than the second packet, the spacing between first and second packets becomes smaller when they



arrive at the second server. At the second server, thefirst and the second packet are delayed somemoretime,
but packets 3 and 4 pass through instantly. At the third server, the first three packets are delayed but packet
4 passes through with no delay. The figure shows traffic patterns at the entrance to each of the servers.
Two things can be observed: (@) the traffic pattern of a connection can be distorted due to network load
fluctuations, (b) the distortion may make the traffic burstier and cause instantaneously higher rates. In the
worst case, the distortion can be accumulated, and downstream servers potentially face burstier traffic than
upstream servers. Therefore, the source traffic characterization may not be applicable inside the network.
There are two solutions to address this problem:

1. controlling the traffic distortion within the network, or
2. characterizing the traffic distortion.

To control the traffic distortion within the network, some packets need to be held even when the server has
the extra capacity. This requires non-work-conserving disciplines, which we will discuss in more detail in
Section 3.

If traffic distortionisnot explicitly controlled by non-work-conserving disciplines, it must be characterized
throughout the network. The problem can be formulated as the following: given the traffic characterization
of all the connections at the entrance to the network and all the service disciplines at the switches, can the
traffic be characterized on a per connection basis on all the links inside the network? Severa solutions have
been proposed to address this problem with different traffic models and service disciplines [1, 3, 16, 23].
They all employ a similar technique that consists of two steps. In the first step, a single node analysis
techniqueis devel oped to characterize the output traffic of aserver given the characterizations of all itsinput
traffic. In the second step, starting from the characterizations of all the source traffic, an iterative process
push the traffic characterizations from the links at the edge of the network to those inside the network. This
approach, takenin[1, 3, 16, 23], has several limitations.

First, characterizing the trafficinside the network isdifficult and may not alwaysbepossible. In[4, 16, 23],
it isshown that thisis equivalent to solving a set of multi-variable equations. I1n afeedback network, where
traffic from different connections forms traffic loops, the resulting set of equations may be unsolvable. To
illustrate this, consider the following example given in [3] and also discussed in [21].

In the 4-nodes network shown in Figure 2, there are four 3-hop connections and the aggregate traffic of
the four connections forms aloop. In order to characterize the traffic on link 1, the characterization of the
input traffic to server 1 has to be known. Assuming links only introduce fixed delay, the input traffic to
server lisidentical to the output traffic of server O, or thetraffic onlink 0. There are three traffic streamson
link O, which are from connections 0, 2, and 3. While connection O traffic on link O isthe same as its source
traffic, connection 2 and connection 3 traffic on link O needs to be characterized. The characterizations
of connection 2 and 3 traffic depend on their characterizations on link 3, which in turn depend on their
characterizations on link 2. This dependency finally comes back to traffic characterizations on link O.
Because of this inter-dependency of traffic, characterizing all the traffic inside the network is equivalent to
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Figure 2: Example of a Feedback Network

solving a set of multi-variable equations, where each variable corresponds to one parameter in the traffic
characterization of one connection on one link. The equations are solvable only under certain conditions.
In this particular example, it is shown in [4] that if each server has a policy such that the traffic originating
from the server has alower priority than the through traffic, the condition for solving the equationsis that
the aggregate throughput of the connections must be less than 75% of the link bandwidth on each of the
four links. This condition is not merely atechnical restriction. The network can actually be unstable, i.e.,
have unbounded queue lengths, when the condition is violated [21]. How to derive the stability condition
in a general networking environment is still an open problem.

One notable exception to such arestriction is the case when the service discipline used is a special class
of Generalized Processor Sharing (GPS) called Rate Proportional Processor Sharing [21]. A GPS sever
is characterized by N positive real numbers, ¢1, ¢2,- -, ¢n. The server operates at afixed r and is work
conserving. Let S;(¢1,12) be the amount of connection j traffic served in an interval [i1, {5], then a GPS
server is defined as one for which

S;(ty, l2 ¢ .
holds for any connection j that is backlogged throughout the interval [¢1,¢,]. The assignment of ¢’sin a
GPS server affects alocations of both bandwidth and delay bound. In general, even when sophisticated
service disciplines like GPS are used, it may still be impossible to characterize the traffic in a feedback
network under general resource (¢) assignment. If ¢’s are allocated proportional to the bandwidth required
by connections, the resulted policy is called Rate-Proportional Processor Sharing. With RPPS, end-to-
end delay bounds can be obtained in a network of arbitrary topology. However, in this case, there is a



coupling between bandwidth and delay bound allocation: if a connection’s traffic is constrained by (o, p)
characterization®, the end-to-end delay bound of the connection will be M +> % where
S'maz ismaximum packet size, n isthe number of hopstraversed by the connection, and r; isthelink speed
of the i*" server. Notice that the delay bound is inverse proportional to the allocated long term average rate.
Thus, in order for a connection to get a low delay bound, a high bandwidth channel need to be alocated.
Thiswill result in awaste of resources when the low delay connection also has alow throughpui.

The second limitation of characterizing traffic inside the network is that it only applies to networks with
constant delay links. Constant delay links have the desirable property that the traffic pattern at the receiving
end of the link is the same as that at the transmitting end. This property is important for these solutions
because central to the analysisisthetechnique of characterizing the output traffic from aserver and usingit as
the characterization of theinput traffic to the next-hop server. However, in an internetworking environment,
wherethelink between two switches may be a subnetwork such asan ATM network or aFDDI network [6],
load fluctuations within subnetworks may also introduce traffic pattern distortions. Though it is possible to
bound delay over these subnetworks, the delays for different packetswill be variable. Thus, these solutions
do not apply to an internetworking environment.

Finally, in networks with work-conserving service disciplines, even in the situations when traffic inside
the network can be characterized, the characterization usually represents aburstier traffic inside the network
than that at the entrance. Thisis independent of the traffic model being used. In [3], a deterministic fluid
model (o, p) isused to characterizetraffic source. A sourceissaidto satisfy (o, p) if during any timeinterval
of length «, the amount of its output traffic is lessthan o + pu. In such amodel, ¢ is the maximum burst
size, and p isthe averagerate. If thetraffic of connection j ischaracterized by (o, p; ) at the entranceto the
network, its characterization will be (o; + .24 p;dy.;, p;) @ the entrance to the it server along the path,
where d;, ; isthe local delay bound for the connection at the 2t switch. Compared to the characterization
of the source traffic, the maximum burst size increases by E};ll pidn ;. Thisincrease of burst size grows
monotonically along the path.

In [16], a family of stochastic random variables are used to characterize the source. Connection j is
said to satisfy a characterization of {(Ry, ;,%1),(Ry,,;.12), (Re, ;. 13)...}, where Ry, ; are random vari-
ablesand {1 < 1, < --- aretimeintervals, if Ry, ; is stochastically larger than the number of packets
generated over any interval of length ¢; by source j. If the traffic connection j is characterized by
{(Ri,;,t1), (Re, 5, t2), (Ryy 5, 13)...} @t the entrance to the network, its characterization will be
{(Rfﬁzﬁ:l b7 1) (th+zﬁ:l by 12); (Rf3+23:1 b, l8) ) athe " switch, where by, is the length
of the maximum busy period at switch ~. The same random variable Rtm+z;;ll b that bounds the maxi-
mum number of packets over aninterval of length¢,, + Z};ll by, a the entrance to the network, now bounds
the maximum number of packets over a much smaller interval of length ¢,, at server :. l.e, the trafficis
burstier at server ¢ than at the entrance.

A sourceis said to satisfy (o, p) if during any timeinterval of length , the amount of its output traffic islessthan o + pu. In
such amodel, o is the maximum burst size, and p isthe average rate [3]



In both the (o;, p;) and {(R, ;, 1), (Re, ;,12), (R, 5, 13)...} analysis, the burstiness of a connection’s
traffic accumulates at each hop along the path from source to destination. More resources such as buffer
space and schedulability need to be reserved for aburstier traffic.

3 Non-work-conserving disciplines

In the previous section, we discussed some of the difficulties and limitations in obtaining end-to-end delay
boundsin anetwork with work-conserving servers. In this section, we show that most of the limitations can
be overcome by using non-work-conserving disciplines that control the traffic distortion inside the network.
We consider a general class of non-work-conserving disciplines called rate-controlled service disciplines.
Most of the non-work-conserving disciplines proposed in high speed networks such as Stop-and-Go [§],
Jitter-Earliest-Due-Date[26], Hierarchical Round Robin [11], and Rate-Controlled Static Priority Queueing
[28] either belong to this class or can be implemented by arate-controlled server [30]. A rate-controlled
server has two components: a rate-controller and a scheduler. The rate-controller is responsible for
controlling traffic distortion introduced by multiplexing effects and load fluctuations in previous servers.
The scheduler is responsible for multiplexing the regulated traffic and servicing the packets according to
certain scheduling policy. Various rate-control and scheduling policies can be used. In this section, we
define two general classes of rate-control policies. We show that by combining the proposed rate-control
policies with any schedulers that can provide local delay bounds, per connection end-to-end delay bounds
can be guaranteed in a network of arbitrary topology. The result applies to both simple networks with
constant link delays and internetworks with bounded but possible variable link delays. In addition, the
problem that bursts may accumulate along the path is eliminated.

The rest of the section is organized as follows. In Section 3.1 and Section 3.2 we present two classes
of rate-control policies: delay-jitter controlling policies and rate-jitter controlling policies. In Section 3.3,
we derive the end-to-end delay characteristics and buffer space requirement in a network of non-work-
conserving disciplines with delay-jitter and rate-jitter controlling policies.

3.1 Delay-jitter-controlling Policies

The function of the rate-controller is to control traffic distortion introduced in previous servers and links.
Controlling traffic distortion is equivalent to controlling jitter. Inthe literature, there are different definitions
of jitter. In[11], the term is used to capture the burstiness of the traffic, and is defined to be the maximum
number of packetsin ajitter averaging interval. In[5, 26], the term is used to capture the magnitude of
the distortion to the traffic pattern caused by the network, and is defined to be the maximum difference
between the delays experienced by any two packets on the same connection. In this paper, we call these
two quantities rate jitter and delay jitter respectively. Aswill be discussed in Section 3.2, we use a more
general definition of rate-jitter than that used in [11]. Corresponding to the two definitions of jitter, we
study two general classesof rate-control policies: delay-jitter controlling policies, which control delay jitter
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Figure 3: A Rate-Controlled Server

by fully reconstructing the traffic pattern; and rate-jitter controlling policies, which control rate jitter by
partially reconstructing the traffic pattern. We will examine delay-jitter controlling policies in this section,
and discuss rate-jitter controlling policiesin Section 3.2.

Conceptually, arate controller consists of a set of regulators corresponding to each of the connections
traversing the server. Each regulator is responsible for shaping the traffic of the corresponding connection
into the desired traffic pattern. Upon arrival of each packet on a connection, the corresponding regulator
assigns an dligibility time to the packet, holds it till its eligibility time, then passes it to the scheduler.
Different ways of calculating the eligibility time of a packet will result in different regulators.

The dligibility time of a packet for a delay-jitter controlling regulator is defined with reference to the
eligibility time of the same packet at the immediately upstream server. The definition assumes that the
gueueing delays of packets on the connection at the immediately upstream server and the link delay from
the upstream server to the current server are bounded. Let d;_; ; be the local delay bound for connection j
in the scheduler at ¢« — 1'* server along the path traversed by connection j, and 7; ; be the maximum link
delay fromthe — 1" server to the i** server for any packets on connection j. For adelay-jitter controlling
regulator, ET};, the eligibility time of the k' packet at the i*" server is defined as:

ETE; = ATY, (2)

ET'Z = ETZ'k_L]- + Ei—l,j + 7+ 02'7]', 1> 1 (3)

K3

where ATf ; isthearrival time of the k" packet at the entrance to the network, and 6; ; is a constant delay.

There are two noteworthy points. First, the maximum link delay isafunction of not only the link indexed
by ¢, but also the connection indexed by 5. This alows the modeling of an internetworking environment,
in which alink connecting two servers may be a subnetwork and different connections may have different



delay boundsin the subnetwork. Secondly, notice that the definition of the delay-jitter controlling regulator
is not associated with a particular traffic model. This allows the resource management algorithm to use
any traffic model to characterize the traffic on a connection. Some of the proposed models are (o, p) [3],
(Xmin, Xave, I, Smaz) ? [7], and the Bounding Interval Dependent or the BIND model [15].

Service Discipline ET},
RCSP ETE 4+ dicay + 7
Jitter-EDD ETE, +diy;+m
Stop-and-Go | ETF 1 + Ty + 7 + 05

Table 1: Special Cases of the Delay-Jitter Controlling Regulator

The definition of the delay-jitter controlling policy is general. As shown in Table 1, regulators used in
previously proposed non-work-conserving such as RCSP [28], Jitter-EDD [26], and Stop-and-Go [8] areits
special cases. In RCSP, 6; ; in (3) is 0. In Jitter-EDD, ETZ-’fJ- is defined to be ATi’jj + Aheadf_m, where
ATi’j]- isthe arrival time of the k%" packet at the i** server, and Aheadf_lv ; isthe amount of time the Eth
packet was ahead of schedule at thei — 1" server. It iseasy to show that this definition is equivalent to the
definition in Table 1 when the link delay is constant, or =; = 7; ;. In Stop-and-Go, the frametime 7}, isthe
local delay bound for the connection at all servers along the path. Also, constant link delay is assumed.

For adelay-jitter regulator, it is easy to show that the following holds:
ETH — ETF, = AT{T — AT, VE,i>0 (4)
This leads to the following proposition:

Proposition 1 Consider a connection that traverses a cascade of rate-controlled servers with delay-jitter
controlling regulators. If deterministic delay bounds can be provided at the scheduler of each server and
link delay can be bounded at each hop, the traffic pattern of the connection at output of each rate-controller
is exactly the same as the traffic pattern of the connection at the entrance to the network. Formally, the
following holds:

ET!, - ET!, = AT}, — AT{, Vp,q,i>0 (5)

Proposition 1 can be easily proven by using (4) and applying induction on |p — ¢].

If applications that require guaranteed performance service specify their source traffic characteristics to
the network during the connection establishment, the above proposition ensures that per connection traffic
characteristicsis known at theinput to each scheduler over the entire path traversed by the connection. This
is independent of the traffic model used, and allows the resource reservation algorithm to use any traffic
model.

2Inthe (X min, Xave, I, Smagz) characterization, X min istheminimum spacing between two packets, X ave istheworst-case
average inter-packet spacing over any interval of length 7, and Smaz isthe maximum packet size.




3.2 Ratejitter-controlling policies

In a network with delay-jitter controlling regulators, traffic pattern on a connection is completely recon-
structed at the entrance to each scheduler. Since resource allocation algorithms only use the information on
specific traffic characteristics of a connection, it is sufficient to maintain only those characteristics inside
the network. In this section, we define afamily of rate-jitter controlling policies that only maintain certain
traffic characteristics inside the network.
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Figure 4: Comparison of delay-jitter control and rate-jitter control

Theexample shownin Figure4 illustratesthe difference between rate-jitter control and delay-jitter control
by comparing Stop-and-Go [8] and Hierarchical Round Robin (HRR) [11], which use delay-jitter control
and rate-jitter control respectively 3. In both Stop-and-Go and HRR, resource allocation is based on the
traffic characterization of (r,7"). A connection is said to satisfy (r,7") constraint if no more than r - 7' bits
are transmitted on any frame size of T'. In a network with fixed size packets, such as the ATM network,
this is equivalent to a characterization of (n,7"), where n is the maximum number of packets transmitted
in aframe size of T. In the example, it is assumed that 3 packet transmission times are allocated to the
connection in each frame. In Stop-and-Go, packets that are transmitted in the same frame at the entrance
to the network will be transmitted in the same frame on all the links traversed by the connection. The
difference between delays experienced by any two packets from the source to any server is bounded by 7',
where T' is the frame size. In HRR, packets that are transmitted in the same frame at the entrance to the
network do not necessarily stay in the same frame inside the network; however, the property that no more
than three packets fromthe connection are transmitted during one frame time hol ds throughout the network.

Rather than defining the eligibility time of apacket with respect to the eligibility time of the same packet

*Actually, (5) does not hold in Stop-and-Go. Only [(ET?, — ET/,) — (ATg; — ATy ;)| < T holds. Thus, Stop-and-Go can
be viewed as using an approximate form of delay-jitter-control with a granularity of aframesize T'.



in the previous server as done by delay-jitter controlling regulators, rate-jitter controlling regulators define
the eligibility time of a packet with reference to the eligibility times of packets arriving earlier at the server
on the same connection. By properly defining the eligibility time, arate-jitter controlling regulator ensures
that the output of the regulator satisfies certain traffic characteristics. Since the output of all the regulators
become the input to the scheduler, the input traffic to the scheduler is thus characterized. The local delay
bound for the scheduler can then be abtained based on the input traffic characterizations and the scheduling
policy.

Inthe literature, different traffic models have been used for different schedulers. For example, Stop-and-
GoandHRRusethe(r, T") trafficmodel. Delay-EDD, Jitter-EDD, and RCSPusethe( X min, X ave, I, Smaz)
model [7], in which X min isthe minimum packet inter-arrival time, X ave istheworst-case average packet
inter-arrival time over any interval of length 7, and Smaax is the maximum packet size. In [3], the traffic
model of (o, p) isused.

Each of the above models defines afamily of parameterized deterministic traffic constraint functions. A
monotonic increasing function b;(.) is called a deterministic traffic constraint function of connection j if
during any interval of length «, the number of bits arriving on j during the interval is no greater than b;(«).
Or formally, let A;(1,12) be the total number of bits that arrive on connection j in the interval of (t1,12),
b;(.) isatraffic constraint function of connection j if A;(¢,¢ 4 u) < b;(u), V¢, v > 0. Noticethat b;(.) isa
timeinvariant deterministic bound since it constrainsthe traffic stream over every interval of length «. For a
given traffic stream, there are an infinite number of traffic constraint functions, out of which, adeterministic
traffic model defines a parameterized family.

For the discussion of this paper, we assume that a packet arrives at a server right after the time instant its
last bit is stored in the buffer, i.e., if apacket of size S arrivesat timet, A;(t,t + ¢) = S holds, where ¢ is
an arbitrary small timeinterval. Thus, in order for b;(.) to be atraffic constraint function for connection j,
the following must hold:

b;(07) > Smaz; (6)

where Smaz ; is the maximum packet size on the connection.
For each deterministic traffic constraint function, we can construct arate-jitter controlling regulator with
the following definition of ET};:
ETF. = min{v : v > maz(ETF? ATZ-]fj), a;j(u,v) < bj(v—u) Yu < v} (7)

,] L2V

wherea; ;(.,.), defined below, is the number of bits on connection j that become eligible in interval (u,v)
at the i** server:

a;j(u,v) = > (S¥|u < ETF; < v) (8)
k

and Sf isthe number of bitsin the k%" packet on connection j. Obviously, the following holds:

a;,j(u1,01) > a;j(u2,v2) Vur <up<wvp <oy (9)



Intuitively, ETZ-’j]- defined in (7) is the earliest time the k' packet can become eligible without violating
the traffic constraint function. From the definition, Proposition 2 immediately follows.

Proposition 2 The output traffic froma b;(.) rate-jitter controlling regulator satisfies the traffic constraint
function b;(.).

(7) isvery general and defines a class of rate-jitter controlling policies. Any deterministic traffic model
that can be defined with a traffic constraint function has a corresponding rate-jitter controlling regulator.
The closed form of (7) can be derived for most of the proposed deterministic traffic models. For example,
for the traffic model of (X min;, Xave;, I;, Smax;), the traffic constraint function is:

. cumod I I U I
bj(w) = (man([ oD+ I 1) Smax; (10)

Xmin; ' Xave; L' Xave;
j j j j

and the definition of eigibility time of the k%" packet on connection j is:

I
k=L xae; 41
ETZ.]C = max(ETf;l + Xmin;, ET, ; Haves + I;, ATZ-ITJ-), E>1 (11)

7j

where ET!; = AT} and ETF; = —1I; for k < 0. Intuitively, the (Xmin;, X ave;, I}, Smaz;) model
imposes two constraints: the minimum packet inter-arrival time, which is Xmin;, and the maximum
number of packets over any interval of length 7;, which is [%ieﬂ- The first two terms on the right hand
side of (11) enforce these two constraints. In addition, (11) also requires that a packet’s eligibility time be
greater than its arrival time, i.e., a packet will not be eligible before has arrived.

For the traffic model of (o, p) , the traffic constraint function is. o + pu, and the regulator is a leaky
bucket [25]. Other traffic models such as the BIND model [15] and the multiple leaky buckets [14] aso

have corresponding traffic constraint functions and rate-control regulators.

3.3 End-to-end Delay Characteristics

In the previous sections, we have defined two general classes of rate-control policies. The rate-control
policies ensure that the input traffic to the scheduler satisfies the same traffic characteristics as the source
traffic. Sincethe source traffic characteristics are specified by the communication clients, the characteristics
of input traffic to all schedulersinside the network are thusknown. Varioustechniques have been devel oped
to bound delay in a single scheduler when the input traffic is characterized by deterministic constraint
functions. In [3], the delay characteristics were analyzed for general working conserving disciplines,
the First-Come-First-Served discipline, and Locally-First-Come-First-Served disciplines for input traffic
characterized with (o, p) model. In [7], the Earliest-Due-Date-First (EDD) policy was studied for input
traffic with (Xmin, X ave, Smaz,I) model. The bound for EDD was further tightened in [18, 33]. In
[28, 29], the Static Priority scheduler was studied for traffic with (X min, X ave, Smaz, ) model. In[22],
the Generalized Processor Sharing (GPS) policy was analyzed for trafficwith (o, p) model. In thispaper, we



don’'t study any particular scheduler. Any scheduler can be used aslong as local delay bounds are provided
by the scheduler when the input traffic is constrained.

It should be noticed that guaranteeing deterministic delay bounds does not necessarily mean peak-rate
alocation [29]. In [15], it has been shown that by using better traffic models and tighter delay analysis
techniques, reasonable high network utilizations can be achieved for real MPEG video traces even with
deterministic guarantees.

The residence time of a packet in arate-controlled server consists of two components: the holding time
in the rate-controller and the waiting time in the scheduler. In order to provide end-to-end delay bounds,
the holding time in the rate-controller has to be taken into account. In [30], end-to-end delay characteristics
were studied for rate-controlled service disciplines with a special case of delay-jitter controlling policy and
aspecial case of rate-jitter controlling policy based on the (X min, X ave, I, Smaz) model. It was shown
that end-to-end delays of all the packets on a connection can be bounded, as long as the delays on links
and waiting time at each of the schedulers can be bounded. Holding packetsin rate controllersincrease the
end-to-end average delay, but does not increase the end-to-end delay bound of the connection.

Inthis section, we show that the same conclusion holdsfor rate-controlled service disciplineswith general
rate-control policies as defined by (3) and (7). Formally, the following theorem holds:

Theorem 1 Consider connection j passing through » servers connected in cascade, with 7; ; and 7; ; being
the upper and lower bounds on thelink delay fromthe — 1 server tothe i* server. The scheduler of server
i guarantees that delays of all packets on the connection be bounded by d; ; as long as the connection’s
input traffic to the scheduler satisfies a deterministic traffic constraint function b;(.). If the traffic on the
connection is constrained by b;(.) at the entrance to the first server,

1. theend-to-end delay for any packet onthe connectionisboundedby -7, d; ;+ 37, 7 ; if rate-jitter
controlling regulators with traffic constraint function b;(.) are used at each server;

2. the end-to-end delay and the delay jitter for any packet are bounded by >~ d; ; + 37 (T j + 0:. ;)
and d,, ;, respectively, if delay-jitter controlling regulators are used at each server;

3. reservation of b(d; ; + d;_1,; + T ; — #; ;) buffer space for connection j will prevent packet loss at
Server .

To prove the theorem, we first establish the delay characteristics of two servers connected in cascade by
the following lemma.

Lemmal Consider connection j traversing two rate-controlled servers which are labeled by «: — 1 and ¢
respectively. For the k" packet on the connection, let df_L ; beitsdelay in the scheduler of server i — 1,
wff]- its link delay between from server ¢+ — 1 to server ¢, and hfﬁj its holding time in the regulator of server
. Assume wffj <7;,;and df_Lj < d;_1,; holds for all £'sif the connection satisfies the traffic constraint
function b;(.) at the input to scheduler : — 1. e have,



1. if a delay-jitter controlling regulator is used at server ¢, and the connection satisfies the traffic
constraint function at the input to scheduler 7 — 1,

A g+ R+l =dis + T+ 0 (12)

2. if ratesjitter controlling regulators with traffic constraint function b;(.) are used at both server : — 1
and 7,

dz l]—l_hf]—l_ﬂ- <d2 l,j‘|’ﬁi,j (13)

1,7 —

The proof of the lemmais given in the appendix. Notice that in both (12) and (13), hﬁ ; disappears on
the right hand side of the inequality, i.e., holding time does not contribute to the delay bound. Intuitively, a
packet isheld in aregulator only when the packet was transmitted ahead of schedule by the previous server,
or, when the packet experienced less delay over the link than the maximum link delay. The amount of
holding time in the regulator is never greater than the amount of time the packet is ahead of schedule plus
the difference between the maximum link delay and the actual link delay. Thus, holding does not increase
the accumul ative delay bound.

In addition, it can be easily seen from the proof in the appendix that the regulating process is robust in
the sense that even when some packets are dropped, either due to bit error, or due to buffer overflow when
resources are reserved less than that are required in a worst-case senario, the above lemmais still true, i.e.,
packetswho arriveat theregulator ontimewill alsoleavetheregulator ontime. Thisisparticularly important
for rate-jitter controlling regulators, because the eligibility time of a packet depends on the eligibility times
of previous packets, and in the case when packets are dropped, the sequences of previous arrival packets
will vary from one server to the other.

Given Lemma 1, we are now ready to prove Theorem 1.

Proof of Theorem 1. For thefirst two parts of the theorem, consider the end-to-end delay of the k%" packet
on the connection, Df, which can be expressed as:

DF =3"(nf; +d};) —I—Z"rw (14)
=1

where hﬁ ; and dﬁ ; arethe holding and the waiting times at server 4, respectively. If we rearrange the terms,
(14) becomes:

If the traffic obeys the traffic constraint function of b;(.) at the entrance to the first server, thereis no holding
time in the first regulator, or 2% ; = 0. D% can then be further smplified as:

Df Z(dz 1,7 + hf] + 7[-27]) + d’/]z,] (16)
1=2



(2) If delay-jitter controlling regulators are used, according to Proposition 1, the traffic satisfies the traffic
constraint function b;(.) at the entrance to each of the schedulers. From Lemma 1, we have

d¥ j+ b+l =dicy; + 7+ 6, (17)
Combining (16) and (17), we have,

n

DE="(di_1;+7ij+0i;) +d ; (18)
1=2
Since0 < df ; < d,, ;, we have
S (dicaj+ i+ 0i) < DF <> (dicaj + Ty + 0i5) + doyj (19)
=2 =2

thus the end-to-end delay bound is -7 d; ; + 37 (7 ; + 6 ;), and the end-to-end delay jitter bound is
Em]'.

(2) If rate-jitter controlling regulators are used, according to Proposition 2, the traffic satisfies b;(.) at the
entrance to each of the schedulers. From Lemma 1, we have

di g+ Bl 4wy < dimy + 7 (20)
Combining (16) and (20), we have,
DY = Y (dfg;+ b+ mig)+dy (21)
1=2
< D (din +Tig) + d (22)

1=2
= Zaivj + Zfivj (23)
=1 =2

(3) To verify the third part of the theorem, notice that the longest times a packet can stay in the regulator
and the scheduler of the i" server ared; 1 ; + 7; ; — #; ; and d; ;, respectively. From the definition of the
traffic constraint function, it followsthat b(d;_1 ; + 7; ; — #;; + d; ;) isthe amount of buffer space needed
to prevent packet loss. Q.E.D.

Notice that the result holds in arbitrary topology networks — the difficulty of bounding end-to-end
delay in feedback networks with work-conserving disciplines does not exist any more because of the traffic
regulation at each server. Also, the theorem assumes a network model with bounded but possibly variable
link delays, which make the results applicable to both simple networks and internetworks. 1n addition,
the buffer space requirement for a connection depends only on the local delay bounds at the current and
the immediately upstream server. In contrast, for work-conserving policies, more buffer space is needed
at downstream servers due to the potential accumulated distortion to the traffic inside the network. For
example, if a Delay-EDD scheduler is used, and the ( Xmin, X ave, I, Smaz) traffic model is adopted
and the amount of buffer space required at the i** server along the path traversed by connection j is

E;=1Ehvf

Xmin;

Smazj, where dj, ; isthe local delay bound at the A" server [31].



4 Regulator Tradeoffs

In the previous section, we proposed two general classes of rate-control policies, and showed that, by com-
bining either one with a scheduler that can provide local delay bounds, end-to-end performance guarantees
can beobtained in anetwork of arbitrary topology. Inthissection, we discussthetradeoffs of using thesetwo
classes of policies. We consider the following three aspects: relative implementation complexity, services
offered to the clients, and effects on the design of the network.

Thefirst considerationistherel ative complexity of implementation. Therearetwo typesof cost associated
with implementing a regulator: computing the eligibility time for each packet, and holding packets if
necessary. Holding packets is equivalent to managing a set of timers. One mechanism for managing timers
is the calendar queue [2]. An implementation of RCSP [28] which is based on the calendar queue and
reguires constant number of processing steps per packet is proposed in [28]. Another implementation based
on atwo-dimensional array of shiftersisalso proposed [19].

Thus, the only difference between adelay-jitter controlling regulator and arate-jitter controlling regulator
isin the computation of the eligibility time. To implement delay-jitter controlling regulators, there must be
some mechanism for the synchronization between consecutive switches. In Stop-and-Go, the physical links
areframed and the framing structures at the two ends of alink are same. In Jitter-EDD, one more quantity is
needed to compute the eligibility time of a packet than in arate-jitter controlling regulator, i.e., the amount
of time the packet was ahead of schedule in the previous switch. This quantity can be calculated in the
previous switch and stamped into the packet header as proposed in [26]. If links can have variable delays,
synchronized clocks are needed to implement delay-jitter controlling regulators. 1nan ATM network where
each packet isonly 53 bytes, the timestamping of each packet istoo expensive. Thus, synchronization, either
at the link level or at the switch level, is needed to implement delay-jitter control. In afast packet network,
or an internetwork, where the packet size isin the order of kilobytes, timestamping causes relatively small
overhead. Also synchronization among hosts and gateways in the current Internet is becoming more and
more common due to the widespread use of synchronization protocols such as the Network Time Protocol
(NTP) [20].

In both rate-jitter control and delay-jitter control, eligibility time needs to be computed on a per packet
basis. Thisisfeasible even for very high speed networks. For example, a1 Gbps link sending out 53 byte
ATM cellsmust process cellsat the rate of approximately 2.4 million cells per second. A 50 MIPS processor
is thus allowed 20 instructions per cell, which is more than enough to compute the eligibility time of a
cell. For afast packet network with larger packet size, the number of packetsto be processed per second is
smaller, thus the number of instructions available to process a packet is larger. Experimental systems that
implement non-work-conserving policies are aready available. For example, the experimental XUNET
switch implements the Hierarchical Round Robin discipline of 16 priority levelsat 1 Gbps speed [12].

The second consideration relates to the services that can be provided to the clients. Delay-jitter control
within the network provides bounded-delay-jitter service to communication clientsfor little additional cost.
Rate-jitter control isnot sufficient to provide bounded-del ay-jitter service. Thisisillustrated by thefollowing



simulation experiment. The network being simulated is shownin Figure 5 (a). All linksare 10 Mbps. The
connection being measured has an end-to-end delay bound of 45 ms. Additional connections are established
to introduce crosstraffic. Trafficfor each connection isgenerated according to the (X min, X ave, I, Smaz)
model. The packet inter-arrival time is generated from a uniform distribution between X min and X ave .
For the measured connection, the parameters are (20 ms, 35 ms, 1 second, 1Kbits). For the cross traffic,
all parameters are generated randomly from uniform distributions, with X ave between 20 ms and 60 ms,
Xmin between 10 ms and X ave, I between 0.5 second and 2 seconds, and Smaxz between 500 bits and
2000 bits. The average utilization over each link is 84%.
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Figure 5: Effects of rate-jitter and delay jitter controls

Figure 5 (b) gives the results of two experiments that show the delay distributions of a rate-jitter
controlled connection and a delay-jitter controlled connection. As can been seen, packets on both the rate-
jitter controlled connection and the delay-jitter controlled connection meet the end-to-end delay bound. The
delay jitter onthe rate-jitter controlled connection is about 32 ms, whereasthe delay jitter on the delay-jitter
controlled connectionis only about 10 ms. That is, the delay jitter isabout three timeslarger on therate-jitter
controlled connection than on the delay-jitter controlled connection. This is due to the accumulation of
traffic pattern distortions at each node in the case of rate-jitter control. If the measured connection were to
traverse more hops, the delay jitter for the rate-jitter controlled connection would be even larger, while the
delay jitter for the delay-jitter controlled connection would be little affected.

Another observation is that the average delay is much smaller for the rate-jitter controlled connection
than for the delay-jitter controlled connection. For some clients, which need both low average delay and
bounded delay services, arate-jitter controlled connection is a better choice. For other clients, especially
playback applications like video and audio applications, where the performance indices are the delay bound
and the delay-jitter bound instead of the average delay, adelay-jitter controlled connection isabetter choice.
Notice that the simulation scenario in Figure 5 (a) is very simple. More redlistic scenarios may include



more complex topologies. The bounded-delay-jitter property is proven to hold for networks with delay-
jitter controlling regulators even in these more complex settings. For networks with rate-jitter controlling
regulators, a more complex topology only introduces more interactions between traffic streams, thereby
resulting in alarger delay jitter.

The third consideration in deciding whether to use a rate-jitter controlling regulator or a delay-jitter
controlling regulator isthe effect on network design. Using delay-jitter controlling regul atorswill completely
reconstruct traffic patterns at each regulator; the traffic pattern at the entrance to each scheduler will be
exactly the same asthat at the entrance to the network. Thus, if we can characterize the statistical properties
of asource, the same statistical properties will hold throughout the network. By using this observation, we
can provide end-to-end statistical guarantees as described in [32]. Using rate-jitter controlling regulators
only partially reconstructs traffic patterns at each regulator; some statistical properties of the traffic may be
lost, and therefore it may be difficult to provide statistical guarantees.

In summary, there are advantages and disadvantages to both delay-jitter control and rate-jitter control.
In an internetworking environment, while per packet timestamping and synchronization among routers
and hosts incur little overhead, delay-jitter control seems to be a better solution. This is especialy true
considering the accumulative property of delay-jitter and the fact that the average number of hops traversed
by a connection in Internet is about 20 [10]. In an ATM environment, since it is impossible to timestamp
every packet, rate-jitter control may be a better aternative.

5 Related Work

Several non-work-conserving disciplines have been proposed in the context of high-speed networks. They
are Jitter-Earliest-Due-Date (Jitter-EDD) [26], Hierarchical Round Robin [11], Stop-and-Go [8], and Rate-
Controlled Static Priority (RCSP) [28]. In each casg, it has been shown that end-to-end deterministic delay
bounds can be provided. For Jitter-EDD, Stop-and-Go, and RCSP, it has also been shown that non trivia
end-to-end delay jitter bound can be provided. In[9] and [32], solutions for providing end-to-end statistical
guarantees are presented for Stop-and-Go and RCSP respectively.

In [30], Zhang and Ferrari showed that all the above disciplines belong to the general class of non-
work-conserving policies called rate-controlled service disciplines. They studied rate-controlled service
disciplines with a delay-jitter controlling policy more narrowly defined than the one used in this paper, and
arate-jitter controlling policy for the (X min, Xave, I, Smaz) traffic model.

Cruz's work [3, 4] pioneered bounding techniques in both a single server environment and in a general
networking environment. In [4], he discussed the difficulty of bounding end-to-end delay in a feedback
network of work-conserving disciplines, and proposed the use of regulators to increase the throughput
region. Hisanalysis focused mainly on the (o, p) regulator.

Parekh’s work [22, 23] on Generalized Processor Sharing (GPS) was the first to show that end-to-end
delay bounds can be obtained in arbitrary topology networks with work-conserving servers. Also, the
end-to-end delay bound obtained istighter than the ssmple addition of all the worst-case local delay bounds



at each server, ashasbeen donein thispaper. However, theresult only holdsfor arestricted class of resource
assignments. It isstill an open problem whether end-to-end delay can be bounded in an arbitrary topology
network with GPS servers under general resource assignment.

In [16], Kurose developed techniques of providing end-to-end stochastic bounds in a networking en-
vironment. He also assumed work-conserving servers and discovered the difficulties in deriving bounds
in feedback networks. Further, his analysis showed the problem of accumulation of traffic distortion in a
network of work-conserving servers.

In[27], Yateset al. conducted asimulation study and showed that end-to-end del aysobserved in simulation
experiments are significantly smaller than delay bounds obtained by any of the above bounding techniques.
The simulation was based on afeed-forward network, with homogeneous sources. It is unclear whether the
conclusion can be extended to general networkswith heterogeneous sources.

6 Summary

Providing end-to-end delay bounds in a networking environment is difficult because bounding delay in
any server reguires a bound on the input traffic, but complex interactions among traffic streams distort the
traffic pattern so that the traffic inside the network is different from the source traffic. Previous techniques
of bounding end-to-end delay in a networking environment start from the source traffic characterization
and iteratively “push” the traffic characterization inside the network. Such an approach has a number of
limitations. First, they usually apply to only feed-forward networks, but not general feedback networks.
Secondly, they assume a network model with constant link delays, which make them difficult to apply to
an internetworking environment where links between two switches may be subnetworks. In addition, the
characterization of the traffic inside the network usually represents a burstier traffic than that at the source.

In this paper, we studied a general class of non-work-conserving disciplines, which control the traffic
pattern distortion and maintain certain traffic characteristics inside the network. We presented two general
classes of rate-control policies: delay-jitter controlling policies, which maintain the exact traffic pattern
inside the network as that at the entrance to the network, and rate-jitter controlling policies, which only
maintain the traffic characteristics that are used by the resource allocation agorithm.

Rate-control introducesadditional delay insidethe network. However, it only increasestheaverage delay,
but not the end-to-end delay bound. We showed that end-to-end delay bound and delay-jitter bound can be
guaranteed in anetwork of non-work-conserving servers. Theresult overcomeslimitationsin previouswork
on bounding end-to-end delays in a network of work-conserving servers. It applies to arbitrary topology
networks, instead of just feed-forward networks. Also, it appliesto an internetworking environment since it
only needs a network model with bounded link delay. Furthermore, the characterization of the traffic inside
the network is the same asthat at the entrance rather than burstier.

Theresult isquite general. Inthe analysis, wedo not require any particular traffic model, but only assume
the source traffic be bounded by a general deterministic constraint function. Also, we do not require any



particular multiplexing or scheduling policy, but only assume that the scheduler provide alocal delay bound
to a connection when the traffic on that connection satisfies a deterministic constraint function.

While work-conserving service disciplines are dominant in conventional networks, non-work-conserving
service disciplines exhibit unique advantages that are suitable for supporting the guaranteed performance
service classin integrated services networks.
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Proof of Lemma 1

In the following, we omit the subscript of j for simplicity.

Let ET* ; and ET? be the eligibility times for the &** packet at server i — 1 and 4, respectively. DTF ;
is the departure time of the k%" packet from server i — 1, and AT? is the arrival time of the k" packet at
server ;. We have

df—l = DTik—l - ETik—l (24)
hY = ETF — AT (25)

Combining (24), (25), and (26), we have

d*  +hEF 4+ 7F = ETF - ETF | (27)

1. For the case of a delay-jitter controlling regulator, from (27) and (3), we immediately have

df g+ hf 4 7f = dia+ T 4 6 (28)



2. For the case of arate-jitter-controlling regulator, we will prove the lemma by applying induction with
respect to k.

Step 1. With k& = 1, from (6) and (7), we have ET = AT}, It followsthat hl = ET! — AT! = 0. Also
wehaved! | < d;_jand 7} < 7, itfollows

A 4Rt <dii+T (29)

S0 (13) holdsfor £=1.
Step 2. Assumethat (13) holds for thefirst & — 1 packets. We now consider the k%" packet, i.e., we want to
show

ETF —ETF  <di1 47 (30)

We will prove (30) by contradiction. Suppose (30) does not hold, or

ETF —ETF | > 4,1+ (31)
we have the following by re-arranging the termsin (31)

ETF > ETF | +d; 1+ 7, (32)
Also, from ATF = ETF |+ dF |+ nF,db | < d;_jand ¥ < 7;, wehave

ATF < ETF | +di1 + 7 (33)

According to (7), ET} isthe smallest v greater than AT suchthat a(u,v) < b(v — u) dwaysholds. Since
ETF | +d;_1 + 7; isgreater than AT and lessthan ETF, there exists u such that

b(ETZ-k_l + Ei—l + 7T — u) < ai(u,ETf_l + 32‘_1 + fi) (34)

Also, thereisthe p*" packet such that:
ET! ™ < u < ET? (35)

From (6), it iseasy to show that p # k. Alsosincep < k, it followsthat p < k — 1.
According to the definition of (., .), we have

ai(u, ETF { + di_ 1+ 7)) = a;(ETP,ETF { + di_1 + 7)) (36)

Combining (34) and (36), we have

WETF \+dia+7i—w) < a(BETY,ETE, +d;1+ 7)) (37)
< a;(ET?, ETF) (38)
< a4 a(PTE,, ETE ) (39
< WETE,—- ETP ) (40)
< WETF,— (ETP —di_q — 7)) (41)

WETF 4+ di_qy + 7 — ETP) (42)



(38) holds due to (32) and (9). (39) is from packet conservation law within the network: all the packets
arriving at server ¢ are coming from server « — 1, and no packets are generated within the network. (40)
holds because server « — 1 uses a rate-jitter controlling regulator with the same traffic constraint function
b(.). (41) is because b(.) is amonotonously increasing function and ET7 < ET? | + d;_1 + 7; (from the
assumption that (13) holds for the first to the (k — 1)** packet) or ET? | > ET? — d;—1 — 7.

Combining (37) to (42), we have

WETF +dia+7 —u) < (ETF | +dioy + 7 — ETY) (43)
However, from (35) we have
BTl +dica+ 7 —u> ETE + dig + 75 — ETY (44)

(43) and (44) contradict with the assumption that b(.) is amonotonously increasing function.
Therefore, (30) holds, i.e., the lemmaholds for the Eth packet.
From Step 1 and Step 2, it follows that the lemma holds for any packet on the connection.



